E-Commerce 9/11 Tuesday

The World Wide Web provides an opportunity for companies that carefully plan their marketing strategies and successfully target their markets.

What Is E-Commerce?
Most people think e-commerce means online shopping--workaholics pointing their browsers to Amazon.com to order an emergency present because they forgot someone's birthday again. 

But Web shopping is only a small part of the e-commerce picture. The term also refers to online stock and bond transactions and buying and downloading software without ever going near a store. In addition, e-commerce includes business-to-business connections that make purchasing easier for big corporations. 

As for the hottest areas of e-commerce, in terms of tangible goods sold via the Internet and other electronic means (such as interactive TV), the biggest sellers are computer products, consumer products, books and magazines, and music and entertainment products. 

Clearly, e-commerce is here to stay. International Data Corporation has projected that 46 million Americans will buy $16 billion worth of goods annually by next year, and $54 billion by 2002. Forrester Research predicts e-commerce sales of almost $7 billion by 2000. Looking further ahead, Morgan Stanley Dean Witter estimates sales of anywhere between $21 billion to $115 billion annually by 2005. 

Is E-Commerce Safe?
Although Internet security breaches have gotten a lot of press, most vendors and analysts argue that transactions are actually less dangerous in cyberspace than in the physical world. 

That's because a great deal of credit card fraud is caused by retail sales employees who handle card numbers. E-commerce systems remove temptation by encrypting the numbers on a company's servers. For merchants, e-commerce is actually safer than opening a store that could be looted, burned, or flooded. The difficulty is in getting customers to believe that e-commerce is safe for them. 

Consumers don't really believe it yet, but experts say e-commerce transactions are safer than ordinary credit card purchases. Every time you pay with a credit card at a store, in a restaurant, or over an 800 number--and every time you throw away a credit card receipt--you make yourself vulnerable to fraud.

No e-commerce system can guarantee 100-percent protection for your credit card, but you're less likely to get your pocket picked online than in a real store.

How Can Small Businesses Take Advantage of E-Commerce?
Large companies pour millions into fancy e-commerce sites, but even mom-and-pop shops can make money on the Web with a simple, no-frills site.   Sometimes, all it takes to succeed is the promotional savvy to get noticed by customers. Word of mouth, postings in newsgroups, and registration with search engines may be enough to get the customers rolling into your site. 

What Are the Biggest Barriers to E-Commerce?
According to a survey conducted by CommerceNet, shoppers don't trust e-commerce, they can't find what they're looking for, and there's no easy way to pay for things. Other than that, it's smooth sailing. 

Customers are worried about credit card theft, the privacy of their personal information, and unacceptable network performance. Most shoppers still aren't convinced that it's worthwhile to hook up to the Internet, search for shopping sites, wait for the images to download, try to figure out the ordering process, and then worry about whether their credit card numbers will be filched by a hacker.  To convince consumers, e-merchants will have to do a lot of educating. 
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